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Human Defenders: How the “Weakest Link” Can Become Your

Organization’s Greatest Strength

Are your users more likely to cause — or prevent — your next data breach? With the
majority of state-sponsored attacks targeting humans rather than computers, a user
-base that is resilient to common attack methods is an important element of your
security posture. An immersive training program can teach employees to not only
recognize those attack methods, but also to report suspicious activity and provide
valuable threat intelligence to the IR team. In this presentation, Rohyt will offer in-
sights into the tactics adversaries use to target your users, and discuss innovative
training methods proven to improve user behavior and security posture.
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