
Putting it all together can  make a difference  

in your organization 

Learn how. Attend the Organizational Risk Assessment and 

Technical Assessment course presented by CIAS. 

 

August 14th, 15th, 16th 

Wilmington University  

New Castle, Delaware 

Description A 3-part course to provide an understanding of the process, tools and best practices for performing a cyber risk assess-

ment. Attendees will learn the value of technical assessments, how to conduct technical assessments of various technol-

ogies and prepare understandable reports for management, and how to move forward with the results. 

Who should 

attend? 
Managers and technical professionals within the Greater Wilmington Community who have responsibility 

for or interest in cyber security. 

Course  

content 

· Attacker profiles and motivation · Methods and tools used in cyber attacks · Impact of cyber attacks on individuals, 

organizations and the community · Strategic and tactical solutions to common cyber security issues.  

CPE Certificate  

Schedule  

Requirements 

and materials 

Familiarity with assessment tools and presenting reports · Lecture materials and lab environment provided. 

To register Suzanne Oliver · Greater Wilmington Cyber Security Group · soliver@wilmingtonde.gov 

 · 302-576-2552 · The Center for Infrastructure Assurance and Security 

Tuesday, Aug 14th 9 a.m. to 12 p.m  Orientation for managers and technical professionals.  

 1 p.m. to 4 p.m. Workshop for technical professionals. 

Wednesday, Aug 15th  9 a.m. to 4 p.m.  Workshop for technical professionals 

Thursday, Aug 16th 9 a.m. to 12 p.m  Workshop for technical professionals. 

 12 p.m. to 1 p.m. Lunch for managers and technical professionals. 

 1 p.m. to 4 p.m. Managers and technical professionals: Assessing and 

Prioritizing Risks. 


