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Our Purpose…
The Delaware State News is pub-

lished by Independent Newsmedia Inc. 
USA. Independent is owned by a unique 
trust that enables this newspaper to pur-
sue a mission of journalistic service to 
the citizens of the community. 

Since no dividends are paid, the 
company is able to thrive on profi t mar-
gins below industry standards. 

All after-tax surpluses are reinvested 
in Independent’s mission of journalistic 
service, commitment to the ideals of the 
First Amendment of the U.S. Constitu-
tion, and support of the community’s 
deliberation of public issues.

• To operate this newspaper as a 
public trust.

• To help our community become a 
better place to live and work, through 
our dedication to conscientious journal-
ism.

• To provide the information citizens 
need to make their own intelligent deci-
sions about public issues.

• To report the news with honesty, 
accuracy, purposeful neutrality, fairness, 
objectivity, fearlessness and compas-
sion.

• To use our opinion pages to facili-
tate community debate, not to dominate 
it with our own opinions.

• To disclose our own confl icts of in-
terest or potential confl icts to our read-
ers.

• To correct our errors and to give 
each correction the prominence it de-
serves.

• To provide a right to reply to those 
we write about.

• To treat people with courtesy, re-
spect and compassion.

We Pledge…

For More Information
See At Your Service On Page 2
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Get smart on police abuse
What?! Some complain that it 

would cost $32 million to equip all 
New York City cops with body cam-
eras. Yet, the city last year paid $177 
million to settle excessive-force 
claims against police!

In one major city where body 
cams are in use, use of force by cops 
is down 69 percent (people are less 
confrontational when they know 
the camera is on), and complaints 
against cops are down 89 percent!

Every police jurisdiction in Dela-
ware (and America) should waste no 
time in acquiring body cameras, im-
plementing sound policies regarding 
use, and advertising their presence. 
[“Delaware State Police mulling use 
of body cameras,” article, Dec. 2]

Ken Abraham
President of Citizens 

for Criminal Justice
Dover

Enforce law during rain
As a former state trooper, it ap-

palls me to see the complete lack of 
enforcement, for the good and safety 
of all our citizens, by both the state 
police and Dover Police Depart-
ment, whenever it rains or snows. If 
the weather is inclement enough to 

warrant the use of windshield wip-
ers, then, headlights must also be 
turned on. This crucial safety issue 
is being all but ignored by our state 
law-enforcement agencies.

If you (police departments) real-
ly want to curb the number of traffi c 
accidents in our state, use your de-
partment-issued raincoats, get wet 
and enforce our laws. “Prevention” is 
also a viable aspect of public safety!

The next time you’re out on a 
miserable, rainy, overcast day, with 
heavy vehicle road spray, observe 
how hard it is to see a light-colored 
or silver vehicle without its head-
lights or taillights being on – then, 
you’ll understand why I wrote this.

Bill Skibicki
Dover

LETTERS TO THE EDITOR

The Delaware State News encour-
ages letters to the editor on local 
public issues. The newspaper retains 
the right to edit for clarity, brevity, 
relevance and fairness. Email letters 
to newsroom@newszap.com.
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By James Collins
Cyber Security professionals have 

coined a new term, “data breach fa-
tigue,” to explain why many consum-
ers are becoming complacent about 
protecting their personal informa-
tion because they now believe that 
data breaches are inevitable and just 
a part of today’s digital world.

Over 120 million customers’ cred-
it- and debit-card information was 
compromised by data breaches at 
major retailers this year. A federal 
organization announced this month 
that another 53 million customers’ 
and 750,000 employees’ personal 
information may have been com-
promised. Data breaches are up by 
25 percent compared to the same 
period last year. There have been 
over 600 breaches this year, which is 
about two per day.

The Ponemon Institute reported 
that more than one-third of con-
sumers ignored data-breach notifi -
cations and did nothing, while more 
than 50 percent “did not take any 
steps to protect themselves from 
identity theft afterwards.”

My staff and I are passionate 
about protecting Delawareans and 
offer the following tips for safeguard-
ing your personal information this 
holiday shopping season. These 
strategies are not entirely breach-
proof but they can help you to have 
a more-secure online shopping expe-
rience.

There are three common ways 
that cyber attackers can take advan-
tage of online shoppers:

• Targeting vulnerable comput-
ers: If your device is not protect-
ed from viruses or other malicious 
activities, an attacker may be able 

to gain access to your information. 
Make sure that your anti-virus pro-
tection is active and up-to-date.

• Creating fraudulent sites and 
email messages: Unlike traditional 
shopping, where you are in a phys-
ical building, attackers can create 
bogus websites that appear to be le-
gitimate online stores. Charities may 
also be misrepresented in this way, 
especially during the holiday season. 
Attackers create malicious sites and 
email messages to try to convince 
you to disclose personal and fi nan-
cial information. Pay close attention 
to the web addresses of the sites you 
are using to ensure you have not 
been redirected to a fraudulent site.

• Intercepting insecure transac-
tions: If an online vendor does not 
encrypt (transmit the data securely) 
or protect the buyer’s data, an at-
tacker may be able to intercept the 
information as it is being transmit-
ted. Limit your purchases to trusted, 
secure sites of companies you know 
are legitimate.

To help thwart attackers and be 
cyber-shopping savvy, follow these 
simple guidelines:

Keep a Clean Machine — All de-
vices used for shopping should have 
up-to-date software, security, oper-
ating systems, programs and apps.

When in Doubt, Throw it Out —
Links in online advertising, texts,
tweets and posts are ways cyber-
criminals compromise your informa-
tion. If it looks suspicious, delete or
mark as junk email.

Be Savvy about Wi-Fi Hotspots
— Sure, it might be nice to shop on-
line while sipping a beverage in your
favorite coffee shop, but unsecured
Wi-Fi networks that don’t require
a password can be cybercriminals’
best sources for capturing your per-
sonal and fi nancial information.

Make Sure the Site is Secure —
This includes a closed padlock on
your web browser’s address bar and
a URL address that begins with
s-http or https.

Use Safe Payment Options —
Credit cards are generally the best
option because they help buyers
seek a credit from the issuer if the
product isn’t delivered or isn’t what
was ordered. Check your card-is-
suing establishment to know what
their policy is in the event of identity
theft.

For more information on cyber
safety and security, go to:  http://digi-
know.delaware.gov. 

Editor’s note: James Collins is the
state of Delaware chief information
offi cer.

Don’t forget about holiday online security
“Unlike traditional shopping, where you are in 
a physical building, attackers can create bogus 
websites that appear to be legitimate online stores. 
Charities may also be misrepresented in this way, 
especially during the holiday season.”

— James Collins


