21 Steps o the Cloud

These best practices will help you arrive at better service contracts!

The Center for Digital Government’s -
includes 21 model contract terms developed by a team of 12 J
governments and 14 companies — all designed to help public - .
agencies buy software, infrastructure and platforms as a service.
‘ The guide, available at , provides nearly
-- 80 pages of pure procurement satisfaction. 21 Steps to the Cloud
to gives you a taste of what’s inside.
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Providers shouldn’t store sensitive data on f§ Require your cloud

mobile devices; if data has to be mobile, : § provider to perform ::-.ﬁ . A d. t
make sure it’s encrypted at rest. _ J independent audits of its e u I S

data centers annually. Oversight and control

are critical for any public
expenditure. These steps
will help you tailor audits
to fit the service model.

Make sure you
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business partners disaster recovery plan
involved with your from your provider.
apps and data.
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‘ Use these steps to assure that your cloud provider’s

GOVERNMEINT system performance and service reliability meet your needs. govteChocom
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