
NEWS RELEASE 

 
 

June 23, 2005                                                              For Immediate Release  
                                                                                               Contact: Michele Ackles  
                                                                                                  (302) 739 – 9654 
 

An Important Notice 
from Delaware’s Chief Information Officer, Thomas Jarrett 

 
Recently there have been numerous accounts in the media regarding identity theft issues and 
phishing. Phishing is term used in the technology area to describe the creation of 
emails/websites that look like they come from legitimate organizations and sources, but actually 
are sites created to try to secure personal information from unsuspecting users. The creators of 
these sites are trying to get people to disclose personal information like bank account and social 
security numbers so that they may be gathered to be used for unlawful purposes or to be sold to 
others for unlawful use. 
 
Below is an example of a very well constructed phishing site that I personally received via email. 
It appears to be a legitimate site for a government credit union oversight organization, but it is 
not. We send this to you to illustrate how clever and creative these illegal sites are becoming 
and to caution you to never provide any private information to a website without verifying that it 
is in fact legitimate. If you have any questions whatsoever regarding a site's legitimacy, do not 
provide your information and do not hesitate to call the organization or the Attorney General's 
office. A legitimate organization will never object to a customer seeking clarification. 
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